
FiberWatchÊ

Remote Fiber Test & Surveillance (RFTS)

Continuous Network Monitoring



Todayôs presentation 

ÅCompany Introduction

ÅWhat is Fiber Monitoring?

ÅWhy Fiber Monitoring?

ÅCƛōŜǊ²ŀǘŎƘϰ IŀǊŘǿŀǊŜ όw¢¦ ŀƴŘ {ŜǊǾŜǊύ

ÅCƛōŜǊ²ŀǘŎƘϰ {ƻŦǘǿŀǊŜ

ÅLive Product Demo
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Introduction

Åb¢Ŝǎǘ ƳŀƴǳŦŀŎǘǳǊŜǎ CƛōŜǊ²ŀǘŎƘϰ -ǘƘŜ ǿƻǊƭŘΩǎ ƭŜŀŘƛƴƎ    CƛōŜǊ 
Monitoring System.

Å#1 in the market with thousands of RTUs installed in over 60 
countries in more than 25 years of history.

ÅSupport and repair centers: Minneapolis, New York, Malaga, 
Copenhagen, Melbourne

ÅNTest provides a turnkey system:
ṉ Software

ṉ Hardware

ṉ Installation

ṉ Training 

ṉ Maintenance
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NTest, Inc. 

NTest was formed as a spin-off of the Nettest Remote Fiber Test System 

and Alcon Technologies, Inc.

Å Focused Exclusively on 
Fiber Monitoring

ÅMore than two decades of expertise 
and work in the market with 
multiple generations of products 
deployed in the field.

Å Satisfied 
Customers

ÅCustomers 
continue to expand 
their systems after 
initial purchase.

Å History of 
Success

ÅCustomers have 
been expanding 
their monitoring 
systems over past 
20 years.

Introduction

4

C
o

m
p

a
n

y
 



More Than 25 Years of Technology and Product Excellence
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1990 1993 2001 2007 2008 2012

First 

RFTS

deployed

Deployment of 3rd

generation

RTU

V5.0 with 

Dashboards, 

Advanced Trace 

Analysis 

Management, and 

New Look

Started 

RFTS 

development

Deployment of 2nd 

generation RTU

V4.0, a leap in GUI 

ǘŜŎƘƴƻƭƻƎȅΥ  άaƻǎǘ 

user friendly RFTS in 

the market with 

ƛƴǘŜƎǊŀǘŜŘ ƳŀǇǇƛƴƎέ 

PON RFTs

2016

4th generation 

RTU

RTU

2017



Global Carrier Customers At-a-Glance
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Monitoring Fiber Optic Networks in More than 60 Countries 
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VisionStream Australia 96 25,000

Cablevision USA 60+ 50,000

Columbus Networks USA, Central Am, Caribbean 56 15,000

Telefonica Peru 20+ 4,000

Iberdrola Spain 24 4,000

Magyar Telekom Hungary 23 5,000

Portugal Telecom Portugal 40+ 8,000

TeliaSonera Sweden, Denmark 50+ 10,000

Deutsche Telekom Germany 180+ 60,000

Oman Broadband PON OMAN 11+ 15,000

Orascom Algeria 10 2,500

Uganda Electricity Uganda 5 1,000

Angola Telecom Angola 40 5,400

M1 Singapore 2 200



What is Fiber Monitoring
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Å Continuous automated surveillance

Å OTDR trace comparison

Å Automatic alarming

Å Network/GIS documentation

Å Distributed system ςServer/Clients/RTUs

Å Reporting & trend analysis



Dark Fiber Configuration

9

D
a

rk
 F

ib
e

r 
M

o
n

it
o

ri
n

g

O
T
D
R

1550 nm

1 X N
Switch

RFTS Server

Remote Test Unit (RTU)

C.O.



Active Fiber Configuration
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1625 nm

1 X N
Switch

WDM Filter

1310 or 1550 nm

RFTS Server

WDM

Remote Test Unit (RTU)

RX

TX

1310 or 1550 nm



PON Fiber Configuration
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How FiberWatchÊ Works
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Cause 

Landmark A

Landmark B

Test

Reference



Trace Analysis
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Reference 

Trace

Detect the fault, diagnose the 

problem & correlate to GIS in 

seconds

Cable Cut
Human Error

Stress/Macro Bend



Network Operations

Å Competition brings a greater focus on QoS

Å Aging fiber infrastructure

Å Network disruptions happen

Å Accidents, natural disasters, vandalism, terrorism

Å Accurate and centralized documentation

Å Leased physical plant and contracted work resulting in less 

control and a dependence on others to solve problems

14

C
h

a
ll
e
n

g
e
s



Columbus Networks
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Fast Fault Detection & Isolation
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Alarm Report
________________________________

Fiber Circuit Alarm for XZ -23H

Possible Break Detected

________________________________

Fiber Circuit: XZ-23H

Severity: Critical

Date: 15 January 2001

Time: 09:43:57 EST

Affected Domains: Northern, Sprint, HSBC

Probe: Paris RTU

Specific Problem: Bad Fiber Scan Analysis

Probable Cause: Possible Break Detected

Optical Distance: 40.2km

Sheath Distance: 38.1km

0.4km after ñcorner of 4th and Mainò

0.2km before ñaccess point XZ-23H-AP4

Latitude: 34 23ô 43ò

Longitude: -105 42ô 01ò



Carrier Case Study
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FiberWatchÊ

Reduces 
fault location and 

dispatch time
minimizing

TOTAL 
Outage Time

With Monitoring

Breaks located 
in less than 2 min

Crew on their way
in less than 14 min

Average outage 
less than 3 hours!

Without Monitoring

Locate Break:
Can take hours

Dispatch Crew: 
Further delay

Average outage 
9.7 hours!

*Study with 27 cable breaks over a year



FiberWatchÊ RFTS
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RFTS Server

Å Automatic remote upgrades

Å RTU distributed intelligence 

ï Client to access all RFTS

ï Reduces network traffic  

ï Provides data backup

RTU

150km

Clients/Users

.  .  .

.  .  .

RTU

150km

RTU

150km



FiberWatchÊ
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Å Proactive and preventative network maintenance

- Reduced operational costs

- Reduced network downtime

Å Greatly diminish MTTR

Å Manage SLAs with advanced reporting features

Å RFTS used as differentiator over competitors

Å Provides network security

Å ROI easily justified



Alarm Details


